附件一：需补充设备

|  |  |  |  |
| --- | --- | --- | --- |
|  | 设备种类 | 数量 | 相关需求 |
| 1 | 堡垒机 | 1 | 监控和记录运维人员对网络内的服务器、网络设备、安全设备、数据库等设备的操作行为≥6个千兆电口、≥2个万兆光口，≥4TB硬盘，≥50个资产授权 |
| 2 | 网闸 | 1 | 负责我院互联网区域与内网区域之间的文件交换、数据库访问和同步、视频交换、访问交换等功能。 |
| 3 | VPN | 1 | 支持≥100个sslvpn并发授权的专用系统主机或者在我院现有外网防火墙的基础能够使用的sslvpn授权 |
|  |  |  |  |

附件二：需续保设备

|  |  |  |
| --- | --- | --- |
| 服务器区防火墙(主) | 深信服AF-2000-B2100 | 硬件质保和远程技术支持至2024-01-23  |
| 服务器区防火墙(备) | 深信服AF-2000-B2100 | 硬件质保和远程技术支持至2024-01-23  |
| 专线防火墙（主） | 深信服AF-1000-B1600 | 硬件质保和远程技术支持至2024-01-23  |
| 专线防火墙（备） | 深信服AF-1000-B1600 | 硬件质保和远程技术支持至2024-01-23  |
| 互联网防火墙 | 深信服AF-1000-B1600 | 硬件质保和远程技术支持至2024-01-23  |
| WEB应用防火墙 | 深信服AF-1000 | 硬件质保和远程技术支持至2024-01-23  |
| 态势感知平台 | 深信服SIP-1000-C402 | 软件升级及规则库有效期 2024-01-24  |